
Complete Protection for Endpoints
Antivirus and Antispyware protection combined  
with advanced security features.

	 Firewall shields company data in public Wi-Fi 
areas and prevents outside interference.  

	 Device Control prevents malware entering the 	
company network on memory sticks and other 
media. 

	 Web Control allows blocking of employee 
access to selected website categories.

	 Antispam keeps company inboxes free of junk 
mails. 

	 Exploit Blocker monitors process behaviours 
and looks for suspicious activities typical of 
exploits.  

	 Botnet Protection protects against infiltration 
by botnet malware. 

	 Advanced Memory Scanner monitors the 
behaviour of malicious processes and scans 
them once they de-cloak in the memory.

	 Virtualization Security is also available for 
virtualised environments.

Mobile Security for Your Business
Specialised protection for company smartphones  
and tablets.

	 Anti-Theft remote locking, wiping and 
tracking in case of device loss or theft  and sim 
replacement.

	 Antivirus scan all files and protects your device 
from threats, regardless of the point of entry 
(Bluetooth, Wi-Fi etc.).

	 SMS/MMS Antispam keeps phones clear of 
unwanted messages and media content.

	 Smart Firewall flexible firewall setup to apply 
default rules or  create custom rule profiles.

	 Anti-Phishing  protects users from attempts by 
fake websites to acquire sensitive information.

	 SMS & Call Filter prevents unwanted calls and 
SMS messages from selected numbers or during 
pre-defined time periods.

FOR ANDROID

Time-tested Antivirus for Endpoints
Fast, yet light protection for company workstations  
against internet threats.

	 Antivirus and Antispyware counters online 
and offline threats with award-winning  
precision. 

	 Device Control prevents malware entering the 
company network on memory sticks and other 
media. 

 	 Cloud-powered Scanning swiftly and 
efficiently identifies dangerous code before it 
can do harm.

	 Anti-Phishing protects end users from 
attempts by fake websites to acquire sensitive 
information.

	 Web and Email Scanning scans websites while 
you browse and checks all incoming emails for 
viruses and other threats. 

 	 Update Rollback lets you revert to a previous 
version of protection modules and virus 
signature database.
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Manages Security from One Location
Cuts time and effort in managing security.  

	 Controls Security Centrally makes it possible to 
deploy and manage security on 1000s of devices. 

	 Fast, Flexible Response puts critical network 
information at your fingertips.

	 Policies define policies per security product 
or choose from policy templates for each ESET 
security product.

	 Rogue Detection Sensor identifies 
unprotected and unmanaged machines in the 
network by listening to their traces.

	 Notifications customise notification options or 
use any of the predefined notification templates. 

	 2FA-Protected login - Protect access to 
ESET Remote Administrator by 2-factor 
authentication
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Your Servers Protected
Our battle-proven solutions protect servers at the file, mail, and 
gateway level. 

	 Remote Management  monitor and manage ESET products across 
your network on multiple servers from one centralised location.

	 Cross Platform Protection  
ESET solutions protect your network across a broad range of servers 
and operating systems.

		  ESET Gateway Security 
for Kerio Control, Linux / BSD / Solaris

		  ESET Mail Security 
for Microsoft Exchange, Linux / BSD / Solaris, Kerio Connect and Lotus 
Domino

		  ESET File Security 
for  Windows File Servers and Linux File Servers

		  ESET SharePoint Security  
for  Microsoft SharePoint Server 2013, 2010, 2007

Protects Network Access
Provides powerful multi-factor authentication to make remote access 
to the computer network and sensitive data safe, but hassle-free. 

	�	  Easy Installation simple set-up and installation on client side 
(mobile app) and server side.

	�	  Mobile Application OTP generation works independently of an 
available internet connection with PIN-protected access.

	�	  Custom Integration Options allows easy integration through Active 
Directory environment.

	�	  Software-only Solution 
Eliminates the need to carry additional devices or tokens.  

	�	  Simple, Yet Effective 
Company network is protected with powerful, two-factor one-time 
password authentication - mobile based solution

Protect Your Data
Endpoint Encryption is a simple-to-use encryption application for 
companies large and small. 

	�	  Full Disk Encryption 
Transparent pre-boot security using FIPS 140-2 validated, 256 bit AES 
Encryption. Remote management, creation and removal of user accounts 
and password recovery.

	�	  Removable Media Encryption 
Endpoint Encryption can protect USB sticks and other removable 
media with full disk or file level encryption. 

	�	  File and Folder Encryption 
Encrypt only files and folders you want. All files moved to encrypted 
folder are encrypted immediately. 

	�	  Mail Encryption 
Transparent email encryption for Outlook through a dedicated plugin. 
The email can be decrypted only by recipients who share the same key 
as sender. 
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